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DURCHFUHRUNGSVERORDNUNG (EU) 2024/2977 DER KOMMISSION
vom 28. November 2024

zur Festlegung der Vorschriften fiir die Anwendung der Verordnung (EU) Nr. 910/2014 des
Europiischen Parlaments und des Rates in Bezug auf an europiische Brieftaschen fiir die digitale
Identitit ausgestellte Personenidentifizierungsdaten und elektronische Attributsbescheinigungen

DIE EUROPAISCHE KOMMISSION —
gestiitzt auf den Vertrag tiber die Arbeitsweise der Europdischen Union,

gestiitzt auf die Verordnung (EU) Nr. 910/2014 des Europdischen Parlaments und des Rates vom 23. Juli 2014 iber
elektronische Identifizierung und Vertrauensdienste fur elektronische Transaktionen im Binnenmarkt und zur Aufhebung
der Richtlinie 1999/93/EG (!), insbesondere auf Artikel 5a Absatz 23,

in Erwigung nachstehender Griinde:

(1) Der durch die Verordnung (EU) Nr. 910/2014 geschaffene europiische Rahmen fiir die digitale Identitdt ist eine
unverzichtbare Komponente fiir die Schaffung eines sicheren und interoperablen Okosystems fiir die digitale
Identitit in der gesamten Union. Da die europiischen Brieftaschen fiir die digitale Identitit (im Folgenden
,Brieftaschen®) den Eckpfeiler des Rahmens bilden, soll damit der Zugang zu Diensten in allen Mitgliedstaaten
erleichtert und gleichzeitig der Schutz personenbezogener Daten und der Privatsphire gewédhrleistet werden.

(2)  Die Verordnung (EU) 2016/679 des Europiischen Parlaments und des Rates () und, sofern anwendbar, die
Richtlinie 2002/58/EG des Europdischen Parlaments und des Rates(®) gelten fir jede Verarbeitung
personenbezogener Daten gemaf der vorliegenden Verordnung.

(3)  Gemifl Artikel 5a Absatz 23 der Verordnung (EU) Nr. 910/2014 muss die Kommission erforderlichenfalls die
einschldgigen Spezifikationen und Verfahren festlegen. Erreicht wird dies durch vier Durchfithrungsverordnungen,
namlich diber Protokolle und Schnittstellen: Durchfithrungsverordnung (EU) 2024/2982 der Kommission (*),
Integritdt und Kernfunktionen: Durchfithrungsverordnung (EU) 2024/2979 der Kommission (), Personenidentifizie-
rungsdaten und elektronische Attributsbescheinigungen: Durchfithrungsverordnung (EU) 2024/2977 der
Kommission (°) sowie Notifizierungen an die Kommission Durchfithrungsverordnung (EU) 2024/2980 der
Kommission (). In dieser Verordnung werden die einschldgigen Anforderungen an Personenidentifizierungsdaten
und elektronische Attributsbescheinigungen festgelegt, die an europdische Brieftaschen fiir die digitale Identitit
auszustellen sind.

() ABLL 257 vom 28.8.2014, S. 73, ELL http://data.europa.cu/elijreg/2014/910/oj.

(% Verordnung (EU) 2016/679 des Europdischen Parlaments und des Rates vom 27. April 2016 zum Schutz natiirlicher Personen bei der
Verarbeitung personenbezogener Daten, zum freien Datenverkehr und zur Authebung der Richtlinie 95/46/EG (Datenschutz-Grund-
verordnung) (ABL. L 119 vom 4.5.2016, S. 1, ELL: http://data.europa.eu/eli/reg/2016/679/0j).

() Richtlinie 2002/58/EG des Européischen Parlaments und des Rates vom 12. Juli 2002 tiber die Verarbeitung personenbezogener Daten
und den Schutz der Privatsphire in der elektronischen Kommunikation (Datenschutzrichtlinie fiir elektronische Kommunikation)
(ABL L 201 vom 31.7.2002, S. 37, ELI http://data.europa.eu/eli/dir/2002/58 0j).

() Durchfithrungsverordnung (EU) 2024/2982 der Kommission vom 28. November 2024 zur Festlegung der Vorschriften fiir die
Anwendung der Verordnung (EU) Nr. 910/2014 des Européischen Parlaments und des Rates in Bezug auf vom europdischen Rahmen
fiir die digitale Identitdt zu unterstiitzende Protokolle und Schnittstellen (ABL L, 20242982, 4.12.2024, ELL: http:|/data.europa.eu/elif
reg_impl/2024/2982/0j).

() Durchfithrungsverordnung (EU) 2024/2979 der Kommission vom 28. November 2024 zur Festlegung der Vorschriften fiir die
Anwendung der Verordnung (EU) Nr. 910/2014 des Europdischen Parlaments und des Rates in Bezug auf die Integritit und die
Kernfunktionen europiischer Brieftaschen fiir die digitale Identitit (ABL L, 2024/2979, 4.12.2024, ELL http://data.europa.eu/eli/
reg_impl/2024/2979/o0j).

() Durchfithrungsverordnung (EU) 2024/2977 der Kommission vom 28. November 2024 zur Festlegung der Vorschriften fiir die
Anwendung der Verordnung (EU) Nr. 910/2014 des Europdischen Parlaments und des Rates in Bezug auf an europdische Brieftaschen
fir die digitale Identitdt ausgestellte Personenidentifizierungsdaten und elektronische Attributsbescheinigungen (ABL. L, 20242977,
4.12.2024, ELL http://data.europa.eu/elijreg_impl/2024/2977 [oj).

() Durchfihrungsverordnung (EU) 2024/2980 der Kommission vom 28. November 2024 zur Festlegung der Vorschriften fiir die
Anwendung der Verordnung (EU) Nr. 910/2014 des Europiischen Parlaments und des Rates in Bezug auf Notifizierungen an die
Kommission beziiglich des Okosystems europaischer Brieftaschen fiir die digitale Identitit (ABL L, 2024/2980, 4.12.2024, ELL http://
data.europa.eu/elijreg_impl/2024/2980/o0j).
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(4)  Die Kommission bewertet regelmiflig neue Technologien, Praktiken, Normen oder technische Spezifikationen. Um
ein Hochstmafl an Harmonisierung zwischen den Mitgliedstaaten bei der Entwicklung und Zertifizierung der
Brieftaschen zu gewdhrleisten, beruhen die in dieser Durchfithrungsverordnung festgelegten technischen
Spezifikationen auf den Arbeiten, die auf der Grundlage der Empfehlung (EU) 2021/946 der Kommission vom
3. Juni 2021 fur ein gemeinsames Instrumentarium der Union fiir ein koordiniertes Herangehen an einen
europdischen Rahmen fiir die digitale Identitit (*) durchgefiihrt wurden, insbesondere auf der Architektur und dem
Referenzrahmen, die Teil davon sind. Nach Erwiagungsgrund 75 der Verordnung (EU) 2024/1183 des Europdischen
Parlaments und des Rates (°) sollte die Kommission diese Durchfithrungsverordnung gegebenenfalls iiberpriifen und
aktualisieren, damit sie mit globalen Entwicklungen, der Architektur und dem Referenzrahmen Schritt hilt und den
bewiahrten Verfahren des Binnenmarkts folgt.

(5)  Zur Gewihrleistung des Datenschutzes durch Technikgestaltung und durch datenschutzfreundliche Voreinstellungen
sollten die Brieftaschen mit mehreren den Schutz der Privatsphire fordernden Merkmalen ausgestattet sein, um zu
verhindern, dass Anbieter elektronischer Identifizierungsmittel und elektronischer Attributsbescheinigungen
personenbezogene Daten, die im Rahmen der Bereitstellung anderer Dienste gewonnen worden sind, mit den
personenbezogenen Daten kombinieren, die verarbeitet werden, um die Dienste bereitzustellen, die in den
Anwendungsbereich der Verordnung (EU) Nr. 910/2014 fallen.

(6)  Im Interesse der Harmonisierung sollten in allen elektronischen Brieftaschen bestimmte gemeinsame Funktionen zur
Verfiigung stehen, darunter das sichere Anfordern, Erhalten, Auswihlen, Kombinieren, Speichern, Loschen,
Weitergeben und Vorweisen — unter alleiniger Kontrolle durch den Brieftaschennutzer — von Personenidentifizie-
rungsdaten und elektronischen Attributsbescheinigungen. Damit Personenidentifizierungsdaten und elektronische
Attributsbescheinigungen iiber jede Einzelbrieftasche verarbeitet werden konnen, missen technische
Spezifikationen fur Personenidentifizierungsdatenattribute, das Datenformat und die Infrastruktur, die erforderlich
sind, um eine angemessene Vertrauenswiirdigkeit der Personenidentifizierungsdaten zu gewdahrleisten, durch alle
Brieftaschenlosungen unterstiitzt werden. Dariiber hinaus sollen gemeinsame Spezifikationen fiir Attribute der
Personenidentifizierungsdaten sicherstellen, dass diese Daten bei Bedarf fiir den Identititsabgleich verwendet
werden konnen.

(7)  Die Mitgliedstaaten miissen sicherstellen, dass die Brieftaschen vertrauende Beteiligte, Anbieter von Personenidentifi-
zierungsdaten und Anbieter elektronischer Attributsbescheinigungen unabhingig davon, wo sie in der Union
niedergelassen sind, authentifizieren koénnen. Dazu sollten diese Einrichtungen Zugriffszertifikate fiir auf
Brieftaschen vertrauende Beteiligte verwenden, wenn sie sich gegeniiber Einzelbrieftaschen identifizieren. Zur
Gewihrleistung der Interoperabilitit dieser Zertifikate fiir alle in der Union bereitgestellten Brieftaschen sollten die
Zugriffszertifikate fur auf Brieftaschen vertrauende Beteiligte gemeinsamen Normen entsprechen. Die Kommission
sollte in Zusammenarbeit mit den Mitgliedstaaten die Entwicklung neuer oder alternativer Normen, auf denen
Zugriffszertifikate fur auf Brieftaschen vertrauende Beteiligte aufgebaut werden konnten, genau iiberwachen.
Insbesondere sollten Vertrauensmodelle bewertet werden, die sich in den Mitgliedstaaten als wirksam und sicher
erwiesen haben.

(8)  Um fiir Transparenz gegeniiber den Nutzern von elektronischen Brieftaschen zu sorgen, sollten die Mitgliedstaaten
Informationen veroffentlichen, aus denen hervorgeht, welche Brieftaschenlosungen von den Anbietern von
Personenidentifizierungsdaten in ihrem Hoheitsgebiet unterstiitzt werden. Da die Identitdt des Nutzers so verlasslich
wie moglich sein muss, sollte fur den Identitdtsnachweis von Brieftaschennutzern vor dem Beginn der Ausstellung
von Personenidentifizierungsdaten ein gemeinsames Sicherheitsniveau ,hoch” vorgeschrieben werden, das dem in
der Verordnung (EU) Nr. 910/2014 fiir elektronische Identifizierungsmittel festgelegten Sicherheitsniveau
entspricht. Auf diese Weise gewihrleisten die Einzelbrieftaschen das hochstmogliche Mafs an Vertrauenswiirdigkeit
fir Identifizierungsmittel in der gesamten Union. Bei der Anmeldung von Brieftaschennutzern auf dem
Sicherheitsniveau ,hoch“ kann auf verschiedene sichere Prozesse zuriickgegriffen werden; wurde z. B. festgestellt,
dass die Person im Besitz eines mit Foto oder biometrischen Merkmalen versehenen Identititsnachweises ist, der
zwar von dem Mitgliedstaat, in dem das elektronische Identifizierungsmittel beantragt wird, anerkannt wird, aber
nicht ausgestellt wurde, und dass der Identititsnachweis die beanspruchte Identitit reprisentiert, so sollte gepriift
werden, ob der Identititsnachweis bei einer relevanten verldsslichen Quelle als giiltig gefiihrt wird,

(9)  Im Interesse der Interoperabilitit sollten fiir elektronische Attributsbescheinigungen einheitliche Anforderungen an
das Format gelten.

(10)  Zum Schutz der Daten der Brieftaschennutzer und zur Gewihrleistung der Echtheit elektronischer Attributsbeschei-
nigungen sollten vor dem Beginn der Ausstellung der Bescheinigungen an Einzelbrieftaschen Mechanismen fiir die
Authentifizierung der Anbieter elektronischer Attributsbescheinigungen und fiir die Uberpriifung der Echtheit und
Giltigkeit von Einzelbrieftaschen durch diesen Anbieter gelten.

() ABL L 210vom 14.6.2021, S. 51, ELL http:|/data.europa.eu/eli/reco[2021/946oj.

() Verordnung (EU) 2024/1183 des Europdischen Parlaments und des Rates vom 11. April 2024 zur Anderung der Verordnung (EU)
Nr. 910/2014 im Hinblick auf die Schaffung des europdischen Rahmens fiir eine digitale Identitit (ABI. L, 2024/1183, 30.4.2024, ELL:
http://data.curopa.eu/eli/reg/2024/1183/0j).
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Um die Verwendung von Personenidentifizierungsdaten und elektronischen Attributsbescheinigungen, die nach
ihrer Ausstellung an eine Einzelbrieftasche ihre rechtliche Giiltigkeit verloren haben, und ein spiteres Vertrauen
darauf zu verhindern, sollten die Anbieter von Personenidentifizierungsdaten und elektronischen Attributsbeschei-
nigungen ein Konzept veroffentlichen, in dem die Umstinde und Verfahren fiir den Widerruf dargelegt werden.

Damit die Personenidentifizierungsdaten eindeutig den Brieftaschennutzer der Brieftasche reprisentieren, sollten die
Mitgliedstaaten zusitzlich zu den in dieser Verordnung festgelegten obligatorischen Attributen in den Personeniden-
tifizierungsdaten optionale Attribute bereitstellen, die erforderlich sind, um sicherzustellen, dass der Personenidenti-
fizierungsdatensatz eindeutig zuzuordnen ist.

Der Europidische Datenschutzbeauftragte wurde gemidfd Artikel 42 Absatz 1 der Verordnung (EU) 2018/1725 des
Europiischen Parlaments und des Rates (*) angeh6rt und gab am 30. September 2024 seine Stellungnahme ab.

Die in dieser Verordnung vorgesechenen Mafnahmen entsprechen der Stellungnahme des in Artikel 48 der
Verordnung (EU) Nr. 910/2014 genannten Ausschusses —

HAT FOLGENDE VERORDNUNG ERLASSEN:

Artikel 1

Gegenstand und Anwendungsbereich

Mit dieser Verordnung werden Vorschriften fiir die Ausstellung von Personenidentifizierungsdaten und elektronischen
Attributsbescheinigungen fiir Einzelbrieftaschen festgelegt, die regelmiflig zu aktualisieren sind, damit sie mit den
Entwicklungen von Technologie und Normen sowie mit den auf der Grundlage der Empfehlung (EU) 2021/946
durchgefiihrten Arbeiten und insbesondere mit der Architektur und dem Referenzrahmen Schritt halten.

Artikel 2

Begriffsbestimmungen

Fiir die Zwecke dieser Verordnung bezeichnet der Ausdruck

1.
2.

,Brieftaschennutzer* einen Nutzer, der die Kontrolle iiber die Einzelbrieftasche hat;

,Einzelbrieftasche” eine einzigartige Konfiguration einer Brieftaschenlosung, die Brieftascheninstanzen, sichere
Kryptoanwendungen fiir Brieftaschen und sichere Kryptomodule fiir Brieftaschen umfasst, die einem einzelnen
Brieftaschennutzer von einem Brieftaschenanbieter bereitgestellt werden;

,Brieftaschenlosung” eine Kombination aus Software, Hardware, Diensten, Einstellungen und Konfigurationen,
einschliefSlich Brieftascheninstanzen, einer oder mehreren sicheren Kryptoanwendungen fiir Brieftaschen und einem
oder mehreren sicheren Kryptomodulen fiir Brieftaschen;

,2Anbieter von Personenidentifizierungsdaten” eine natiirliche oder juristische Person, die fur die Ausstellung und den
Widerruf der Personenidentifizierungsdaten verantwortlich ist und sicherstellt, dass die Personenidentifizie-
rungsdaten eines Nutzers kryptografisch an eine Einzelbrieftasche gebunden sind;

,Einzelbrieftaschenbescheinigung ein Datenobjekt, das die Komponenten der Einzelbrieftasche beschreibt oder die
Authentifizierung und Validierung dieser Komponenten ermoglicht;

,Brieftascheninstanz“ die Anwendung, die als Bestandteil einer Einzelbrieftasche auf dem Gerit oder in der
Umgebung eines Brieftaschennutzers installiert und konfiguriert ist und die der Brieftaschennutzer verwendet, um
mit der Brieftasche zu interagieren;

,sichere Kryptoanwendung fiir Brieftaschen (Wallet Secure Cryptographic Application) eine Anwendung, die kritische
Werte verwaltet und dabei mit den kryptografischen und den nicht-kryptografischen Funktionen eines sicheren
Kryptomoduls fiir Brieftaschen verkniipft ist und diese nutzt;

(") Verordnung (EU) 2018/1725 des Europiischen Parlaments und des Rates vom 23. Oktober 2018 zum Schutz natiirlicher Personen bei
der Verarbeitung personenbezogener Daten durch die Organe, Einrichtungen und sonstigen Stellen der Union, zum freien
Datenverkehr und zur Aufhebung der Verordnung (EG) Nr. 45/2001 und des Beschlusses Nr. 1247/2002/EG (ABL L 295 vom
21.11.2018, S. 39, ELIL http://data.europa.eu/eli/reg/2018/1725/o0j).

ELL http://data.europa.eu/elijreg_impl/2024/2977oj
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8. ,sicheres Kryptomodul fiir Brieftaschen“ (Wallet Secure Cryptographic Device) eine manipulationssichere Vorrichtung,
die eine Umgebung bietet, die mit der sicheren Kryptoanwendung fiir Brieftaschen verkniipft ist und von dieser
genutzt wird, um kritische Werte zu schiitzen und kryptografische Funktionen fiir die sichere Ausfithrung kritischer
Vorginge bereitzustellen;

9. ,Brieftaschenanbieter” eine natiirliche oder juristische Person, die Brieftaschenlosungen bereitstellt;

10. kritische Werte Werte bzw. Daten innerhalb oder im Zusammenhang mit einer Einzelbrieftasche, die so
auferordentlich wichtig sind, dass die Beeintrichtigung ihrer Verfiigbarkeit, Vertraulichkeit oder Integritit eine sehr
schwerwiegende, beeintrichtigende Wirkung auf die verldssliche Verwendbarkeit der Einzelbrieftasche hitte;

11.  ,auf Brieftaschen vertrauender Beteiligter” einen vertrauenden Beteiligten, der beabsichtigt, zur Erbringung
offentlicher oder privater Dienste mittels digitaler Interaktion auf Einzelbrieftaschen zu vertrauen;

12. ,Zugriffszertifikat fiir auf Brieftaschen vertrauende Beteiligte” ein Zertifikat fiir elektronische Siegel oder Signaturen,
mit dem auf Brieftaschen vertrauende Beteiligte authentifiziert und validiert werden und das von einem Anbieter von
Zugriffszertifikaten fur auf Brieftaschen vertrauende Beteiligte ausgestellt wird;

13. ,Anbieter von Zugriffszertifikaten fiir auf Brieftaschen vertrauende Beteiligte” eine natiirliche oder juristische Person,
die von einem Mitgliedstaat beauftragt wurde, Zugriffszertifikate fur auf Brieftaschen vertrauende Beteiligte
auszustellen, die in diesem Mitgliedstaat registriert sind.

Artikel 3

Ausstellung von Personenidentifizierungsdaten an Einzelbrieftaschen

(1)  Die Anbieter von Personenidentifizierungsdaten stellen Personenidentifizierungsdaten an Einzelbrieftaschen im
Einklang mit den elektronischen Identifizierungssystemen aus, in deren Rahmen Brieftaschenlosungen bereitgestellt
werden.

(2)  Die Anbieter von Personenidentifizierungsdaten stellen sicher, dass die an Einzelbrieftaschen ausgestellten
Personenidentifizierungsdaten die Informationen enthalten, die fir die Authentifizierung und Validierung der
Personenidentifizierungsdaten erforderlich sind.

(3) Die Anbieter von Personenidentifizierungsdaten stellen sicher, dass die an Einzelbrieftaschen ausgestellten
Personenidentifizierungsdaten den technischen Spezifikationen im Anhang entsprechen.

(4)  Die Mitgliedstaaten stellen sicher, dass die einem bestimmten Brieftaschennutzer ausgestellten Personenidentifizie-
rungsdaten fiir den Mitgliedstaat eindeutig zuzuordnen sind.

(5)  Die Anbieter von Personenidentifizierungsdaten stellen sicher, dass die von ihnen ausgestellten Personenidentifizie-
rungsdaten kryptografisch an die Einzelbrieftasche, an die sie ausgestellt werden, gebunden sind.

(6)  Die Mitgliedstaaten veroffentlichen eine Liste der Brieftaschenlosungen, die von Anbietern von Personenidentifizie-
rungsdaten, die Teil der elektronischen Identifizierungssysteme des betreffenden Mitgliedstaats sind, unterstiitzt werden.

(7)  Die Mitgliedstaaten melden die Brieftaschennutzer gemdf den in der Durchfithrungsverordnung (EU) 2015/1502
der Kommission (') festgelegten Anforderungen an die Anmeldung auf dem Sicherheitsniveau ,hoch® an. Im
Zusammenhang mit dem Anmeldeverfahren fithren die Anbieter von Personenidentifizierungsdaten eine Identitits-
tiberpriifung des Brieftaschennutzers gemaf8 den Anforderungen an Identititsnachweis und -iiberpriifung durch, bevor sie
die Personenidentifizierungsdaten an die Einzelbrieftasche des betreffenden Brieftaschennutzers ausstellen.

(8)  Bei der Ausstellung von Personenidentifizierungsdaten an Einzelbrieftaschen identifizieren sich die Anbieter von
Personenidentifizierungsdaten anhand ihres Zugriffszertifikats fiir auf Brieftaschen vertrauende Beteiligte oder eines
anderen Authentifizierungsmechanismus gemif einem auf dem Sicherheitsniveau ,hoch notifizierten elektronischen
Identifizierungssystem.

(") Durchfithrungsverordnung (EU) 2015/1502 der Kommission vom 8. September 2015 zur Festlegung von Mindestanforderungen an
technische Spezifikationen und Verfahren fiir Sicherheitsniveaus elektronischer Identifizierungsmittel gemafl Artikel 8 Absatz 3 der
Verordnung (EU) Nr. 910/2014 des Européischen Parlaments und des Rates iiber elektronische Identifizierung und Vertrauensdienste
fur elektronische Transaktionen im Binnenmarkt (ABL. L 235 vom 9.9.2015, S. 7, ELL: http://data.curopa.cu/eli/reg_impl/2015/
1502/0j).

ELL http://data.europa.eu/elijreg_impl/2024/2977oj
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(9)  Vor der Ausstellung von Personenidentifizierungsdaten an eine Brieftasche authentifizieren und validieren die
Anbieter von Personenidentifizierungsdaten die Einzelbrieftaschenbescheinigung und iiberpriifen, ob die Einzelbrieftasche
zu einer Brieftaschenlosung gehort, die der Anbieter von Personenidentifizierungsdaten akzeptiert, oder sie verwenden
dazu einen anderen Authentifizierungsmechanismus gemdfl einem auf dem Sicherheitsniveau ,hoch® notifizierten
elektronischen Identifizierungssystem.

Artikel 4

Ausstellung elektronischer Attributsbescheinigungen an Einzelbrieftaschen

(1)  Elektronische Attributsbescheinigungen, die an Einzelbrieftaschen ausgestellt werden, miissen zumindest einer der
Normen entsprechen, die in der Liste in Anhang I der Durchfithrungsverordnung (EU) 2024/2979 aufgefiihrt ist.

(2)  Die Anbieter elektronischer Attributsbescheinigungen missen sich anhand ihres Zugriffszertifikats fir auf
Brieftaschen vertrauende Beteiligte gegeniiber der Einzelbrieftasche identifizieren.

(3)  Die Anbieter elektronischer Attributsbescheinigungen stellen sicher, dass die an Einzelbrieftaschen ausgestellten
elektronischen Attributsbescheinigungen die Informationen enthalten, die fiir die Authentifizierung und Validierung dieser
elektronischen Attributsbescheinigungen erforderlich sind.

Artikel 5

Widerruf von Personenidentifizierungsdaten

(1) Anbieter von Personenidentifizierungsdaten, die an eine Einzelbrieftasche ausgestellt wurden, verfugen iiber
schriftliche und offentlich zugingliche Konzepte fiir die Verwaltung des Giltigkeitsstatus, gegebenenfalls einschliefSlich der
Bedingungen, unter denen solche Personenidentifizierungsdaten unverziiglich widerrufen werden konnen.

(2)  Nur Anbieter von Personenidentifizierungsdaten oder elektronischen Attributsbescheinigungen kénnen die von
ihnen ausgestellten Personenidentifizierungsdaten oder elektronischen Attributsbescheinigungen widerrufen.

(3) Wenn Anbieter von Personenidentifizierungsdaten solche Personenidentifizierungsdaten widerrufen haben,
informieren sie die Brieftaschennutzer, auf die sich diese Personenidentifizierungsdaten bezichen, innerhalb von 24
Stunden iber spezielle sichere Kanile tiber den Widerruf und die Griinde fiir den Widerruf. Dies muss auf prézise und
leicht zugingliche Weise und in klarer und einfacher Sprache erfolgen.

(4)  Anbieter von Personenidentifizierungsdaten miissen Personenidentifizierungsdaten, die an Brieftascheneinheiten
ausgestellt wurden, in jedem der folgenden Fille widerrufen:

a) auf ausdriickliches Ersuchen des Brieftaschennutzers, an dessen Einzelbrieftasche die Personenidentifizierungsdaten
oder die elektronische Attributsbescheinigung ausgestellt wurden;

b)  wenn die Einzelbrieftaschenbescheinigung der Einzelbrieftasche, an die die Personenidentifizierungsdaten ausgestellt
wurden, widerrufen wurde;

0) in anderen Situationen, die von den Anbietern von Personenidentifizierungsdaten oder elektronischen Attributsbe-
scheinigungen in ihren in Absatz 1 genannten Konzepten festgelegt werden.

(5)  Anbieter von Personenidentifizierungsdaten, die an eine Einzelbrieftasche ausgestellt wurden, stellen sicher, dass
Widerrufe nicht riickgingig gemacht werden konnen.

(6)  Die widerrufenen Personenidentifizierungsdaten bleiben so lange zuginglich, wie dies nach Unionsrecht oder
nationalem Recht erforderlich ist.

(7)  Wenn Anbieter von Personenidentifizierungsdaten Personenidentifizierungsdaten, die an Einzelbrieftaschen
ausgestellt wurden, widerrufen, machen sie den Giiltigkeitsstatus der von ihnen ausgestellten Personenidentifizierungsdaten
unter Wahrung der Privatsphire offentlich zuginglich und geben in den Personenidentifizierungsdaten an, wo diese
Informationen abrufbar sind.

(8)  Anbieter elektronischer Identifizierungsmittel erméglichen technische Verfahren zum Schutz der Privatsphire, die
die Unverkniipfbarkeit gewihrleisten, wenn fiir die elektronischen Attributsbescheinigungen keine Identifizierung des
Nutzers erforderlich ist.
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Artikel 6
Inkrafttreten

Diese Verordnung tritt am zwanzigsten Tag nach ihrer Veroffentlichung im Amtsblatt der Europdischen Union in Kraft.

Diese Verordnung ist in allen ihren Teilen verbindlich und gilt unmittelbar in jedem
Mitgliedstaat.

Briissel, den 28. November 2024

Fiir die Kommission
Die Prdsidentin
Ursula VON DER LEYEN

6/10 ELL http://data.europa.eu/elijreg_impl/2024/2977oj



ABL L vom 4.12.2024 DE

ANHANG

TECHNISCHE SPEZIFIKATIONEN FUR PERSONENIDENTIFIZIERUNGSDATEN GEMA3
ARTIKEL 3 ABSATZ 3

1. Identifizierungsdatensatz fiir natiirliche Personen

Tabelle 1

Obligatorische Personenidentifizierungsdaten fiir natiirliche Personen

Datenkennung Definition Vorhandensein

Derzeitige(r) Nachname(n) des Nutzers, auf den sich die

family_name AP .
Y- Personenidentifizierungsdaten beziehen

Obligatorisch

Derzeitige(r) Vorname(n) des Nutzers, auf den sich die
given_name Personenidentifizierungsdaten bezichen, Obligatorisch
einschliefllich weitere(r) Vorname(n)

birth,_date Geburtstag, -monat und -jahr des Nutzers, auf den sich

. N : li isch
die Personenidentifizierungsdaten bezichen Obligatorisc

Land als alpha-2-Liandercode gemdfs ISO 3166-1 oder

Staat, Provinz, Distrikt oder Gebiet, Gemeinde, Stadt,

birth_place Kleinstadt oder Dorf, in der/dem der Nutzer, auf den Obligatorisch

sich die Personenidentifizierungsdaten bezieht,
geboren wurde

Ein oder mehrere alpha-2-Lindercodes nach ISO
3166-1, die die Staatsangehorigkeit des Nutzers
angeben, auf den sich die
Personenidentifizierungsdaten beziehen

nationality Obligatorisch

Ist ein Attributswert fur die Person nicht bekannt oder kann er nicht auf andere Weise als Teil des Personenidentifizierungs-
datensatzes ausgestellt werden, verwenden die Mitgliedstaaten stattdessen einen der Situation angemessenen Attributswert.

Tabelle 2

Fakultative Personenidentifizierungsdaten fiir natiirliche Personen

Datenkennung Definition Vorhandensein

Vollstindige Anschrift des Ortes, in dem der Nutzer,
auf den sich die Personenidentifizierungsdaten
beziehen, derzeit seinen Wohnsitz hat oder
erreichbar ist (StralSe, Hausnummer, Stadt usw.)

resident_address Fakultativ

Derzeitiges Wohnsitzland des Nutzers, auf den sich
resident_country die Personenidentifizierungsdaten bezichen, als Fakultativ
alpha-2-Landercode nach ISO 3166-1

Staat, Provinz, Distrikt oder Gebiet, in dem/der der
Nutzer, auf den sich die
Personenidentifizierungsdaten beziehen, derzeit
seinen Wohnsitz hat

resident_state Fakultativ
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Datenkennung

Definition

Vorhandensein

resident_city

Gemeinde, Stadt, Kleinstadt oder Dorf, in der/dem
der Nutzer, auf den sich die
Personenidentifizierungsdaten beziehen, derzeit
seinen Wohnsitz hat

Fakultativ

resident_postal_code

Postleitzahl des Orts, in dem der Nutzer, auf den
sich die Personenidentifizierungsdaten beziehen,
derzeit seinen Wohnsitz hat

Fakultativ

resident_street

Name der Straf3e, in der der Nutzer, auf den sich die
Personenidentifizierungsdaten beziehen, derzeit
seinen Wohnsitz hat

Fakultativ

resident_house_number

Nummer des Hauses, in dem der Nutzer, auf den
sich die Personenidentifizierungsdaten beziehen,
derzeit seinen Wohnsitz hat, einschliefSlich etwaiger
Adresszusitze

Fakultativ

personal_administrative_number

Ein der natiirlichen Person zugewiesener Wert, der
unter allen vom Anbieter von
Personenidentifizierungsdaten ausgestellten
personlichen Verwaltungsnummern eindeutig ist.
Entscheiden sich die Mitgliedstaaten fiir die
Aufnahme dieses Attributs, so beschreiben sie in
ihren elektronischen Identifizierungssystemen,
nach denen die Personenidentifizierungsdaten
ausgestellt werden, die Grundsitze, die sie fiir die
Werte dieses Attributs anwenden, gegebenenfalls
einschlieflich spezifischer Bedingungen fiir die
Verarbeitung dieses Werts.

Fakultativ

portrait

Gesichtsbild des Brieftaschennutzers entsprechend
den Spezifikationen nach ISO 19794-5 oder ISO
39794

Fakultativ

family_name_birth

Nachname(n) des
Personenidentifizierungsdatennutzers zum
Zeitpunkt seiner Geburt

Fakultativ

given_name_birth

Vorname(n), einschlieflich weitere(r) Vorname(n),
des Personenidentifizierungsdatennutzers zum
Zeitpunkt seiner Geburt

Fakultativ

N6

Die Werte miissen einem der folgenden
entsprechen:
0 = unbekannt,
1 = minnlich,
2 = weiblich,
3 = sonstiges,
4 = inter,
5 = divers,
6 = offen,
9 = nicht zutreffend.
Fiir die Werte 0, 1, 2 und 9 gilt ISO/IEC 5218.

Fakultativ

email_address

E-Mail-Adresse des Nutzers, auf den sich die
Personenidentifizierungsdaten beziehen [gemifs
RFC 5322]

Fakultativ

mobile_phone_number

Mobiltelefonnummer des Nutzers, auf den sich die
Personenidentifizierungsdaten beziehen,
beginnend mit dem Symbol ,+* als internationalem
Vorwahl-Prifix und dem Lindercode,
ausschlieflich gefolgt von Zahlen

Fakultativ
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2. Identifizierungsdatensatz fiir juristische Personen

Tabelle 3

Obligatorische Personenidentifizierungsdaten fiir juristische Personen

Datenelement Vorhandensein

Derzeitiger offizieller Name Obligatorisch

Eine eindeutige Kennung, die vom iibermittelnden Mitgliedstaat entsprechend den technischen
Spezifikationen fur die Zwecke der grenziiberschreitenden Identifizierung erstellt wurde und Obligatorisch
moglichst dauerhaft fortbesteht.

Ist ein Datenelement fiir die Person nicht bekannt oder kann es nicht auf andere Weise als Teil des Personenidentifizierungs-
datensatzes ausgestellt werden, verwenden die Mitgliedstaaten stattdessen einen der Situation angemessenen Attributswert.

Tabelle 4

Fakultative Personenidentifizierungsdaten fiir juristische Personen

Datenelement Vorhandensein
Derzeitige Anschrift Fakultativ
Umsatzsteuer-Identifikationsnummer Fakultativ
Steuerregisternummer Fakultativ
Europiische einheitliche Kennung gemif der Richtlinie (EU) 2017/1132 des Europdischen .
Fakultativ
Parlaments und des Rates
Rechtstrigerkennung (LEI) gemédf der Durchfihrungsverordnung (EU) 2022/1860 der Kommission Fakultativ
Registrierungs- und Identifizierungsnummer fiir die Wirtschaftsbeteiligten (EORI-Nr.) gemaf der Fakultativ
Durchfithrungsverordnung (EU) Nr. 13522013 der Kommission
Verbrauchsteuernummer gemaf Artikel 2 Nummer 12 der Verordnung (EU) Nr. 389/2012 des Rates Fakultativ
3. Metadatensatz fiir Personenidentifizierungsdaten
Tabelle 5
Metadaten fiir die Personenidentifizierungsdaten
Datenkennung Definition Vorhandensein
expiry date Datum (und nach Moglichkeit Uhrzeit) des Ablaufs der Oblicatorisch
Py Giiltigkeit der Personenidentifizierungsdaten 8
Name der Verwaltungsbehorde, die die
Personenidentifizierungsdaten ausgestellt hat, oder
issuing_authority der alpha-2-Lindercode nach ISO 3166 des jeweiligen Obligatorisch

Mitgliedstaats, wenn es keine gesonderte Behorde gibt,
die zur Ausstellung von
Personenidentifizierungsdaten befugt ist

Alpha-2-Lindercode nach ISO 3166-1 des Landes
issuing_country oder Gebiets des Anbieters der Obligatorisch
Personenidentifizierungsdaten
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Datenkennung Definition Vorhandensein

Eine vom Anbieter der Personenidentifizierungsdaten
document_number zugeteilte Nummer fiir die Fakultativ
Personenidentifizierungsdaten

Landeruntercode des Hoheitsgebiets, das die
Personenidentifizierungsdaten ausgestellt hat, nach
ISO 3166-2:2020, Klausel 8. Der erste Teil des Codes
entspricht dem Wert fiir das ausstellende Land.

issuing_jurisdiction Fakultativ

Angaben dazu, wo die Informationen zum
Giiltigkeitsstatus in Bezug auf die
location_status Personenidentifizierungsdaten abrufbar sind, wenn Fakultativ
die Anbieter von Personenidentifizierungsdaten diese
Daten widerrufen

4. Kodierung von Personenidentifizierungsdatenattributen

Personenidentifizierungsdaten werden in zwei Formaten ausgestellt:
1. Format nach ISO/IEC 18013-5:2021;
2. ,Verifiable Credentials Data Model 1.1“ (Datenmodell fiir iiberpriifbare Nachweise), W3C-Empfehlung, 3. Marz 2022.

5. Einzelheiten der Vertrauensinfrastruktur

Die Liste der Anbieter von Personenidentifizierungsdaten, die die Kommission gemdfl der Durchfithrungsverordnung
(EU) 2024/2980 zur Festlegung der Vorschriften fiir die Anwendung der Verordnung (EU) Nr. 910/2014 des Européischen
Parlaments und des Rates in Bezug auf Notifizierungen an die Kommission beziiglich des Okosystems europdischer
Brieftaschen fur die digitale Identitit [vom Amt fiir Veroffentlichungen einzufiigen] bereitgestellt hat, ermoglicht die
Authentifizierung der Personenidentifizierungsdaten.
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